
   



Врз основа на член 37 и 38 од Законот за заштита на лични податоци (Сл. весник бр.42/20) и 

Правилникот за начинот на известување за нарушување на безбедноста на личните податоци 

(Сл. весник бр.122/2020), НУ Кинотека на Република Северна Македонија го донесе следниот 

ПРАВИЛНИК ЗА НАЧИНОТ НА ИЗВЕСТУВАЊЕ ЗА НАРУШУВАЊЕ НА  
БЕЗБЕДНОСТА НА ЛИЧНИТЕ ПОДАТОЦИ ЗА  

НУ КИНОТЕКА НА РЕПУБЛИКА СЕВЕРНА МАКЕДОНИЈА 

 

Опфат 

Член 1 

НУ  Кинотека  на  Република  Северна Македонија  (во  понатамошниот  текст:  Кинотека) 

како  контролор  согласно  законот  има  обврска  да  ја  извести  Агенцијата  за  заштита  на  лични 

податоци  (во  понатамошниот  текст  АЗЛП)  во  случај  кога  е  настанато  нарушување  на 

безбедноста на личните податоци. 

Едновремено,  Кинотека  треба  да  ги  извести  и  субјектите  на  тие  лични  податоци  за 

случениот инцидент поврзан со нарушување на одредбите од Законот за заштита на личните 

податоци. 

Овој правилник го дефинира начинот и содржината на тие известувања, како и мерките 

кои Кинотека и неговите обработувачи треба да ги преземат во такви случаи. 

 

Идентификација на можните нарушувања 

Член 2 

Кинотека  согласно организациските и  техничките мерки дефинирани во Правилникот 

за  технички  и  организациски  мерки  за  обезбедување  тајност,  заштита  и  безбедност  на 

обработката на личните податоци, врши мониторинг и контрола преку ревизорска трага, како 

и справување со инцидентите. 

Според  законската  дефиниција,  нарушувањето  на  безбедноста  на  личните  податоци 

претставува настан кој доведува до случајно или незаконски уништување, губење, менување, 

неовластено откривање или пристап до личните податоци кои се пренесуваат, чуваат или на 

друг начин обработуваат. 

 

Рок за известување за нарушувањата 

(чл.37 и 38 од Законот за заштита на личните податоци) 

Член 3 

Кинотека  согласно  законските  обврски,  треба  да  ја  извести  Агенцијата  за  заштита  на 

лични  податоци  веднаш,  но  не  покасно  од  72  часа  од  идентификацијата  на  безбедносниот 

настан  кој  придонел  за  нарушувањето  за  безбедноста  на  личните  податоци.  Кога 

известувањето до Агенцијата не еподнесено во рок од 72 часа, заедно со известувањето треба 

да биде доставено и образложение за причините за доцнењето. 

Кинотека  обврската  за  известување  ја  пренесува  на  своите  обработувачи,  со  тоа што 

тие треба да јаизвестат, Кинотека како контролор, а потоа и да ја извести Агенцијата за заштита 

на лични податоци како што е пропишано во овој Правилник. 

 

 

   



Член 4 

Во  случај  на  нарушување  на  безбедноста  на  личните  податоци,  за  кое  постои 

веројатност  да  предизвика  висок  ризик  за  правата  и  слободите  на  физичките  лица, 

контролорот,  веднаш  го  известува  субјектот  на  личните  податоци  за  нарушувањето  на 

безбедноста на личните податоци. 

 

Начин на известување на Агенцијата за заштита на лични податоци 

(чл.3 од Правилникот за известување за нарушување на безбедноста на личните 

податоци, член 37 од Законот за заштита на личните податоци) 

Член 5 

Образецот на Известувањето кој треба да се достави до Агенцијата за заштита на лични 

податоци  е  дефиниран  со  подзаконскиот  акт  како  Образец  1,  и  е  составен  дел  на  овој 

Правилник (Образец бр.1). 

Известувањето се доставува во електронска форма преку веб страницата на Агенцијата 

за заштита на лични податоци https://eprijavi.privacy.mk или по е‐пошта на incident@privacy.mk 

При  тоа,  образецот  треба да  е  потпишан од Директорот  на  Контролорот  или  пак  треба да  е 

скениран документ во кој јасно се гледа своерачен потпис. 

Информациите  може  постепено  да  се  обезбедат  без  понатамошно  непотребно 

одлагање,  само  доколку  не  било можно  целосно  или  дел  од  информациите  да  се  поднесат 

истовремено со првичното известување. 

 

Начин на известување на субјектот на личните податоци 

(чл.4 од Правилникот за известување за нарушување на безбедноста на личните 

податоци, член 38 од Законот за заштита на личните податоци) 

Член 6 

Известувањето на  субјектот/ите  се  врши  во  случај  на  нарушување на  безбедноста  на 

личните  податоци  за  кое  постои  веројатност  да  предизвика  висок  ризик  за  правата  и 

слободите  на  опфатените  субјекти.  Ова  известување  не  е  задолжително  во  случај  кога  биле 

применети  соодветни  технички  и  организациски  мерки  за  заштита  и  тие  мерки  биле 

применети  во  однос  на  личните  податоци  засегнати  од  нарушувањето  на  безбедноста  на 

личните  податоци,  како  псевдонимизација  и  анонимизација,  или  пак  доколку  личните 

податоци биле криптирани. 

Образецот  на  Известувањето  кој  треба  да  се  достави  до  субјектите  е  дефиниран  со 

подзаконскиот акт како Образец 2, и е составен дел на овој Правилник (Образец бр.2). 

Информациите опфатени во образецот можат да бидат срочени и во друга форма и да 

се достават до субјектите по разни канали како е‐пошта, директна пошта, канали за директна 

комуникација  согласно  изборот  на  субјектот  при  давањето  на  согласноста  за  обработка  на 

податоците. 

Доколку  индивидуалното  известување  бара  несразмерен  напор  при  спроведување, 

можно  е  да  се  изврши  јавно  известување  или  се  применува  друга  слична  мерка  со  која 

субјектите на личните податоци ќе бидат подеднакво информирани на ефикасен начин. 

 

   



Документирање на нарушувањето / инцидентот 

(чл.5 од Правилникот за известување за нарушување на безбедноста на личните 

податоци) 

Член 7 

Кинотека детално го документира нарушувањето на безбедноста на личните податоци 

и истото  го прави на начин како што е опишано во Правилникот  за пријавување, реакција и 

санирање на инциденти. При тоа задолжително го информира и вклучува Офицерот за заштита 

на личните податоци. 

 

Завршни одредби 

Член 8 

Овој Правилник стапува на сила на денот на усвојувањето. 

Правилникот  е  предмет  на  редовни  прегледи  и  ажурирања  согласно  промени  во 

организациската  поставеност,  техничката  инфраструктура  или  нови  законски  и  /или 

регулаторни барања. 

 

 

 

Бр. __________________________ 

Датум:________________________ 

                                                                                       НУ Кинотека на Република Северна Македонија 

                                                                                        Претседател на Управен Одбор 

 

                                                                                          Томислав Османли 

 

   



Образец бр.1 – Известување за нарушување на безбедноста на личните податоци 

до АЗЛП 

 

Врз основа на член 37 од ЗЗЛП, Кинотека ви го доставува следното Известување: 

1.  Назив и седиште на контролорот   

2.  Опис на природата на нарушувањето на безбедноста на 
личните податоци, вклучувајки, категориите и 
приближниот број на засеганти субјекти, како и 
категориите и приближниот број на засегнати 
евидентирани лични податоци 

 

3.  Име, презиме и контакт податоци на офицерот за 
заштита на личните податоци или на друго лице за 
контакт, од кое може да се добијат повеќе податоци 

 

4.  Опис на можните последици од нарушувањето на 
безбедноста на личните податоци 

 

5.  Опис на преземените или предложените мерки од 
контролорот за справување со нарушувањето на 
безбедноста на личните податоци, вклучувајќи 
соодветни мерки за намалување на можните негативни 
ефекти 

 

6.  Датум и време на инцидентот (доколку се знае, во 
спротивно може да се направи процена) 

 

7.  Датум и време на детектирање на инцидентот   

8.  Услови под кои е настанато нарушувањето на 
безбедноста на личните податоци 

 

9.  Име, презиме и потпис на лицата кои констатирале 
нарушувањето на безбедноста на личните податоци 

 

10.  Дали во инцидентот е вклучен и обработувачот, при што 
ако е вклучен, да се наведат и неговите податоци (назив, 
седиште, име и презиме и адреса на живеење, податоци 
за офицерот за заштита на личните податоци и 
другиконтакт податоци) 

 

11.  Дали е информиран офицерот за заштита на личните 
податоци на контролорот за нарушувањето на 
безбедноста на личните податоци 

 

12.  Оценка / мислење на офицерот за заштита на личните 
податоци преку превземени или предложени мерки за 
справување со нарушувањето на безбедноста на 
личните податоци 

 

13.  Сумарен преглед на нарушувањето на безбедноста на 
личните податоци (вклучително физичка локација и 
медиум на кој се складирани податоците) 

 

14.  Статистички податоци за нарушувањето на безбедноста 
на личните податоци, односно констатирање дали 
инцидентот прв пат се појавува 

 

15.  Известување до субјектот на личните податоци  ДА/НЕ 

16.  Содржина на известувањето до засегнатите субјекти на 
лични податоци 

 

17.  Комуникациска технологија преку која е испратено 
известувањето   

 



18.  Број на субјекти на лични податоци што се известени   

19.  Други податоци на контролорот, доколку ги има за 
настанатиот случај 

 

 

(место и датум) 

 

(Име и презиме и потпис на одговорното лице на Контролорот) 

   



Образец бр.2 – Известување на субјектот на личните податоци за нарушување на 

безбедноста на личните податоци 

 

1.  Опис на природата на нарушувањето на 
безбедноста на личните податоци 

 

2.  Име, презиме и контакт податоци на 
офицерот за заштита на личните податоци 
или на друго лице за контакт, од кое може 
да се добијат повеќе податоци 

 

3.  Опис на можните последици од 
нарушувањето на безбедноста на личните 
податоци 

 

4.  Опис на преземените или предложените 
мерки од контролорот за справување со 
нарушувањето на безбедноста на личните 
податоци, вклучувајќи соодветни мерки за 
намалување на можните негативни 
ефекти 

 

5.  Датум и време на инцидентот (доколку се 
знае) 

 

6.  Причина поради која дошло до 
нарушување на безбедноста на личните 
податоци 

 

7.  Услови под кои е настанато 
нарушувањето на безбедноста на личните 
податоци 

 

 

(место и датум) 

 

(Име и презиме и потпис на одговорното лице на Контролорот) 


