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Në bazë të Ligjit për Mbrojtjen e të Dhënave Personale (Gazeta Zyrtare nr. 42/20 ) dhe neni 6 i 

Rregullores për sigurinë e përpunimit të të dhënave personale (Gazeta Zyrtare nr. 122/2020), IK 

Kinoteka e Republikës së Maqedonisë së Veriut miraton 

Politika për mbrojtjen e të Dhënave Personale të IN Kinoteka e Republikës së Maqedonisë 
së Veriut 

1. Qëllimi 

 

Politika e Mbrojtjes së të Dhënave Personale (në tekstin në vijim vetëm: Politika) është pika fillestare 

në ndërtimin e sistemit të masave teknike dhe organizative për mbrojtjen e të dhënave personale në 

IK Kinotekën e Republikës së Maqedonisë së Veriut (në tekstin në vijim vetëm: Kinoteka). 

Politika është një dokument që përcakton parimet dhe udhëzimet për arritjen e besueshmërisë, 

integritetit dhe disponueshmërisë së të dhënave personale në përputhje me Ligjin për Mbrojtjen e të 

Dhënave Personale dhe rregulloret përkatëse dhe legjislacionin pozitiv. 

Për të arritur qëllimet e saj, Kinoteka zbaton Rregulloret në përputhje me Politikën dhe vlerëson 

nivelin e rreziqeve për të dhënat personale.  

Kinoteka, përmes një sistemi të vazhdueshëm për monitorimin e rreziqeve gjatë punës, propozon 

masa për përditësimin e Rregullores dhe Rregulloreve përkatëse me qëllim rritjen e nivelit të sigurisë, 

gjegjësisht uljen e kërcënimeve ndaj integritetit, besueshmërisë dhe disponueshmërisë së të dhënave 

personale. 

2. Zona e aplikimit 

 

Çdo informacion si e dhënë personale në lidhje me një person fizik të identifikuar ose person fizik që 

mund të identifikohet (subjekti i të dhënave personale) duhet të mbrohet në mënyrë adekuate, 

pavarësisht nga forma ose mjetet përmes të cilave transmetohet ose ruhet. 

Kështu, fusha e zbatimit të kësaj Politike është në të gjitha proceset dhe pjesët organizative të 

Kinotekës. 

 

Dispozitat e kësaj Politike do të zbatohen për: përpunimin plotësisht dhe pjesërisht të automatizuar 

të të dhënave personale; përpunimin tjetër të të dhënave personale që janë pjesë e një mbledhjeje 

ekzistuese të të dhënave personale ose që synojnë të jenë pjesë e një mbledhjeje të të dhënave 

personale. 

3. Përkufizimet 

 

“E dhënë personale” është çdo informacion në lidhje me një person fizik të identifikuar ose person 

fizik që mund të identifikohet (“subjekti i të dhënave”) ndërsa personi fizik që mund të identifikohet 

është person që mund të vërtetohet, drejtpërdrejt ose tërthorazi, në veçanti duke iu referuar një 

identifikuesi si emri dhe mbiemri, numri amë i qytetarit, të dhënat e vendndodhjes, identifikues 
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përmes interneti ose në bazë të një ose më shumë faktorë specifikë për identitetin e tij fizik, fiziologjik, 

gjenetik, mendor, ekonomik, kulturor ose social të atij personi fizik 

● Informacioni është një mjet themelor që duhet të mbrohet në mënyrë adekuate pavarësisht nga 

forma (e shkruar, e folur, e shtypur ose elektronike). 

Siguria e Sistemit të Informacionit përcaktohet si sigurimi i parimeve themelore të 

mëposhtme: 

 -Fshehtësia (ang. Confidentiality): Informacioni është në dispozicion vetëm për ata që kanë qasje të 

autorizuar në të; 

- Integritet (ang. Integrity): Mbrojtja e saktësisë dhe konsistencës së informacionit dhe metodave të 

përpunimit; 

 -Disponueshmëria (ang. Availability): Përdoruesit e autorizuar kanë qasje në informacionin dhe 

mjetet e tjera shoqëruese të nevojshme për paraqitjen e tij, kur për të ka nevojë biznesi; 

- Mospërputhje (ang. Non-Repudiation): Vërtetim dhe pakundërshtueshmëri e aktiviteteve që lidhen 

me qasjen dhe përdorimin e informacionit ; 

- Llogaridhënie (ang. Accountability): Aktivitetet që lidhen me përdorimin dhe qasjen në informacion 

mund të shënohen dhe regjistrohen në mënyrë unike. 

● Teknologjia informatike - IT ose Teknologjia e informatikës dhe komunikimit – TIK, përfshin mjetet 

e informacionit dhe komunikimit (aplikacionet dhe infrastruktura) që përdoren për mbledhjen, 

përpunimin, shpërndarjen dhe/ose ruajtjen e informacionit në formë digjitale. 

● Sistemi Informacionit (Sistemi i Informacionit), nënkupton sistem të mjeteve të informacionit dhe 

komunikimit, burimeve njerëzore dhe proceseve të përdorura për mbledhjen, përpunimin, 

shpërndarjen dhe/ose ruajtjen e informacionit në formë digjitale. 

● Administratori i Sistemit (Administratori i Sistemit të Informacionit) është ekspert në fushën e 

informacionit dhe komunikimit, i cili kujdeset për funksionalitetin e sistemit të informacionit në 

drejtim të sigurimit të integritetit dhe sigurisë së të dhënave, aplikimit për qasje në të dhëna dhe 

pajisjeve teknike që janë në funksion të sistemit të informacionit, si dhe sigurimit të sekretit dhe 

mbrojtjes së të dhënave. 

● Zyrtar për Mbrojtjen e të Dhënave Personale (OPMDHP) është person i autorizuar nga Kontrolluesi 

i cili është përgjegjës për zbatimin dhe koordinimin e aktiviteteve dhe proceseve të kërkuara për 

respektimin e Ligjit për MDHP. 

Përpunimi i të dhënave personale është çdo operacion ose grup operacionesh që kryhet në të dhënat 

personale, ose një grup të dhënash personale, automatikisht ose në mënyrë tjetër siç janë: mbledhja, 

evidentimi, organizimi, strukturimi, ruajtja, përshtatja ose ndryshimi, tërheqja, konsultimi, inspektimi, 

përdorimi, zbulimi me transmetim, publikimi ose vënia në dispozicion në formë të ndryshme, shtrirja 

ose kombinimi, kufizimi, fshirja ose shkatërrimi. 

Kufizimi i përpunimit të të dhënave personale është shënjimi i të dhënave personale që ruhen dhe 

me qëllim kufizimin e përpunimit të tyre në të ardhmen; 

Profilizimi është çdo formë e përpunimit automatik të të dhënave personale, që konsiston në 

përdorimin e të dhënave personale për të vlerësuar aspekte të caktuara personale që lidhen me një 

person fizik, në veçanti për të analizuar ose parashikuar aspekte në lidhje me performancën e atij 

personi fizik në punë, situatën ekonomike, shëndetin, preferencat personale, interesat, 

besueshmërinë, sjelljen, vendndodhjen ose lëvizjet; 

Pseudonimizim është përpunimi i të dhënave personale në mënyrë të tillë që të dhënat personale nuk 

mund t'i atribuohen më një subjekti të caktuar të të dhënave pa përdorimin e informacioneve shtesë, 

me kusht që ky informacion shtesë të ruhen veçmas dhe t'i nënshtrohet masave teknike dhe 
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organizative për të siguruar që të dhënat personale nuk i atribuohen një personi fizik të identifikuar 

ose personi fizik që mund të identifikohet; 

● Grumbullimi i të dhënave personale është një grup i strukturuar i të dhënave personale që është i 

arritshëm sipas kritereve specifike, pavarësisht nëse është i centralizuar, i decentralizuar ose i 

shpërndarë në baza funksionale ose gjeografike; 

Kontrollues është person fizik ose juridik, organ i pushtetit qendror, organ shtetëror ose person juridik 

i themeluar nga shteti për të ushtruar kompetenca publike, agjenci ose organ tjetër, i cili në mënyrë 

të pavarur ose së bashku me të tjerët përcakton qëllimet dhe mënyrën e përpunimit të të dhënave 

personale dhe kur qëllimet dhe mënyra e përpunimit të të dhënave personale përcaktohen me ligj, i 

njëjti ligj përcakton kontrolluesin ose kriteret e veçanta për përcaktimin e tij; 

Përpunues i mbledhjes së të dhënave personale është personi fizik ose juridik, organ i pushtetit 

qendror, organ shtetëror ose person juridik i themeluar nga shteti për të ushtruar autoritet publik, 

agjenci ose organ tjetër që përpunon të dhënat personale në emër të kontrolluesit;  

Përdorues është person fizik ose juridik, organ i pushtetit qendror, organ shtetëror ose person juridik 

i krijuar nga shteti për të ushtruar autoritet publik, agjenci ose organ tjetër të cilit i zbulohen të dhënat 

personale, pavarësisht nëse është person i tretë ose jo. Megjithatë, organet e pushtetit qendror dhe 

organet shtetërore të cilave u zbulohen të dhënat personale në kuadër të një hetimi të veçantë në 

përputhje me ligjin, nuk konsiderohen përdorues, pas çka përpunimi i këtyre të dhënave nga këto 

organe duhet të jetë në përputhje me rregullat në fuqi për mbrojtjen e të dhënave personale sipas 

qëllimeve të saj; 

Palë e tretë është çdo person fizik ose juridik, organ i pushtetit qendror, organ shtetëror, agjenci ose 

organ tjetër i themeluar nga shteti për të ushtruar autoritetin publik, i cili nuk është subjekt i të 

dhënave, kontrollues, përpunues ose person i cili, nën autoritetin e drejtpërdrejtë të kontrolluesit ose 

përpunuesit, është i autorizuar të përpunojë të dhënat; 

Pëlqimi subjektit të të dhënave personale është çdo vullnet i deklaruar lirisht, specifik, i informuar dhe 

i qartë i subjektit të të dhënave personale, përmes një deklarate ose veprimi të konfirmuar qartë, që 

shpreh pëlqimin për përpunimin e të dhënave të tij personale; 

● Shkelje e sigurisë së të dhënave personale është çdo shkelje e sigurisë, që çon në shkatërrim 

aksidental ose të paligjshëm, humbje, ndryshim, zbulim të paautorizuar ose qasje në të dhënat 

personale të transmetuara, të ruajtura ose të përpunuara ndryshe; 

● Kategori të veçanta të të dhënave personale janë të dhënat personale që zbulojnë origjinën racore 

ose etnike, mendimet politike, besimet fetare ose filozofike ose anëtarësimin në sindikata, si dhe të 

dhënat gjenetike, të dhënat biometrike, të dhënat në lidhje me shëndetin ose të dhënat mbi jetën 

seksuale ose orientimin seksual të personit fizik.  
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4. Politika e Mbrojtjes së të Dhënave Personale 

 

4.1 Vendosja Organizative dhe përgjegjësitë 

Kinoteka ka krijuar një strukturë të përshtatshme organizative për të mbështetur Ligjin për Mbrojtjen 

e të Dhënave Personale si dhe Rregulloret përkatëse, në të cilat rol kyç ka Oficeri për Mbrojtjen e të 

Dhënave Personale. 

Kinoteka ka caktuar një person të autorizuar për mbrojtjen e të dhënave personale (PAPMDHP - Oficer 

për Mbrojtjen e të Dhënave Personale). 

 

Kontrolluesi 

Kinoteka si kontrolluese e një mbledhjeje të të dhënave personale (ang. Controller) përcakton 

qëllimet dhe mënyrën e përpunimit të të dhënave personale, dhe është përgjegjës për harmonizimin 

e punës së tij me Ligjin për të Dhënat Personale, si dhe rregulloret përkatëse të jashtme dhe të 

brendshme që rrjedhin prej tij. 

Përpunuesi i përmbledhjes së të dhënave personale 

Përpunuesi i përmbledhjes së të dhënave personale (ang. Processor) është një person fizik ose juridik, 

organ shtetëror i autorizuar ligjërisht që përpunon të dhënat personale në emër të Kinotekës si 

Kontrollues. 

Oficer për Mbrojtjen e të Dhënave 

Me qëllim zbatimin dhe kontrollin e masave teknike dhe organizative për mbledhjen, përpunimin dhe 

ruajtjen e të dhënave personale dhe mbrojtjen e tyre, si dhe respektimin e kërkesave ligjore, 

përcakton Oficer për Mbrojtjen e të Dhënave Personale. 

Oficer për Mbrojtjen e të Dhënave Personale (në tekstin e mëtejmë: OPMDHP) si person i autorizuar 

për mbrojtjen e të dhënave personale emërohet nga autoritetet më të larta drejtuese të Kinotekës.  

Kinoteka si kontrolluese është përgjegjëse për të siguruar pajtueshmërinë me rregullat e mbrojtjes së 

të dhënave personale dhe të demonstrojë pajtueshmëri me këto rregulla, ndërsa OPMDHP është 

figura kryesore përmes së cilit do ta përmbushë këtë obligim. Në këtë drejtim, OPTDHP ka një pozicion 

strategjik dhe të pavarur për të arritur kryerje më efikase të këtij funksioni dhe një shkallë më të lartë 

të mbrojtjes së të dhënave personale. 

OPTDHP ndjek pajtueshmërinë me ligjin dhe rregullat e miratuara në bazë të ligjit në lidhje me 

përpunimin e të dhënave personale, si dhe me rregullat e brendshme për mbrojtjen e të dhënave 

personale dhe me dokumentacionin për masat teknike dhe organizative për të siguruar fshehtësinë 

dhe mbrojtjen e përpunimit të të dhënave personale. 

Në mënyrë më specifike, përgjegjësitë dhe detyrat kryesore të OPMDHP janë si më poshtë: 

merr pjesë në miratimin e vendimeve në lidhje me përpunimin e të dhënave personale, si dhe 

realizimin e të drejtave të subjekteve të të dhënave personale; 

ndjek pajtueshmërinë me ligjin dhe rregullat e miratuara në bazë të ligjit në lidhje me përpunimin e të 

dhënave personale, si dhe me rregullat e brendshme për mbrojtjen e të dhënave personale dhe me 
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dokumentacionin për masat teknike dhe organizative për të siguruar fshehtësinë dhe mbrojtjen e 

përpunimit të të dhënave personale. 

− përgatit rregulloret e brendshme për mbrojtjen e të dhënave personale dhe dokumentacionin e 

nevojshëm për masat organizative dhe teknike për sigurimin e sekretit dhe mbrojtjen e të dhënave 

personale. 

- koordinon kontrollin e procedurave dhe udhëzimeve të përcaktuara nga rregulloret e brendshme në 

lidhje me të dhënat personale, 

- propozon trajnime për punonjësit për mbrojtjen e të dhënave personale dhe kryerjen e punëve të 

tjera të përcaktuara nga ligji dhe rregulloret e miratuara në bazë të ligjit, si dhe rregulloret e 

brendshme për mbrojtjen e të dhënave personale dhe dokumentacionin e masave teknike dhe 

organizative për të siguruar fshehtësinë dhe mbrojtjen e të dhënave personale. 

merr pjesë në miratimin e vendimeve në lidhje me përpunimin e të dhënave personale, si dhe 

realizimin e të drejtave të subjekteve të të dhënave personale; 

- koordinon kontrollin e procedurave dhe udhëzimeve të përcaktuara në rregulloret e brendshme për 

mbrojtjen e të dhënave personale dhe në dokumentacionin për masat teknike dhe organizative për të 

siguruar fshehtësinë dhe mbrojtjen e përpunimit të të dhënave personale; 

propozon trajnimin e të punësuarve në lidhje me mbrojtjen e të dhënave personale. 

 

4.2 Sistemi i kontrolleve për mbrojtjen e të dhënave personale 

 

Siguria është parakusht për arritjen e pajtueshmërisë me të gjitha parimet e tjera të përpunimit të të 

dhënave personale. 

Kinoteka ka krijuar një sistem masash organizative dhe teknike në përputhje me Rregulloren për 

Sigurinë e Agjencisë për Mbrojtjen e të Dhënave Personale. 

 

Këto masa sigurojnë një nivel të përshtatshëm të mbrojtjes së të dhënave dhe infrastrukturës së 

përpunimit të të dhënave personale. 

 

Siguria e të dhënave personale sigurohet përmes përmbushjes së atributeve të mëposhtme: 

 --Fshehtësia (ang. Confidentiality): Të dhënat janë në dispozicion vetëm për ata që kanë qasje të 

autorizuar në to; 

- Integritet (ang. Integrity): Mbrojtja e saktësisë dhe konsistencës së informacionit dhe metodave të 

përpunimit; 

 -Disponueshmëria (ang. Availability): Përdoruesit e autorizuar kanë qasje në informacionin dhe 

mjetet e tjera shoqëruese të nevojshme për paraqitjen e tij, kur për të ka nevojë biznesi; 

- Mospërputhje (ang. Non-Repudiation): Vërtetim dhe pakundërshtueshmëri e aktiviteteve që lidhen 

me qasjen dhe përdorimin e të dhënave; 

- Llogaridhënie (ang. Accountability): Aktivitetet që lidhen me përdorimin dhe qasjen në të dhëna 

mund të shënohen dhe regjistrohen në mënyrë unike. 

Mbrojtja e të dhënave personale bazohet në parimet themelore të mëposhtme: 
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● Zbatimi i një sistemi të përshtatshëm të kontrolleve që ndahen në 

− Kontrollet fizike, shërbejnë për të siguruar sigurinë fizike adekuate të informacionit dhe mjeteve 

informative (serverat, pajisjet e rrjetit). Shembuj të kontrolleve fizike janë përdorimi i pajisjeve të 

karikimit të vazhdueshëm (ang. Ups), shërbimi i rojës, sensorë dhe alarme, dhe masa të ngjashme për 

të kontrolluar aksesin fizik dhe për të mbrojtur burimet dhe pasuritë që përdoren për përpunimin, 

transferimin dhe ruajtjen e të dhënave personale. 

− Kontrollet teknike, janë kontrolle që janë të integruara në mjetet e informacionit, gjegjësisht softueri 

i aplikimit, pajisjet e rrjetit dhe komunikimit dhe pajisjet shoqëruese. Kontrollet teknike ndryshe quhen 

edhe kontrolle logjike. 

− Kontrollet administrative përfshijnë përcaktimin e procedurave dhe udhëzimeve për autorizimin e 

përdoruesve (punonjësit, palët e treta) të cilët kanë qasje në sistemin e informacionit dhe duke u 

lejuar atyre autorizimin e nevojshëm për të kryer proceset e tyre të biznesit. 

● Zbatimi i parimit të mbrojtjes së të dhënave personale by design - sipas këtij parimi, zbatohen mjetet 

përkatëse teknike dhe organizative në procesin e përpunimit të të dhënave personale në momentin e 

përcaktimit të mjeteve të përpunimit. Ky parim duhet të zbatohet edhe për aktivitetet rrjedhëse dhe 

mjetet e përpunimit, për të siguruar kontrolluesi se në mënyrë efektive përballet me jetëgjatësinë e 

të dhënave personale që përpunon. 

● Zbatimi i parimit të mbrojtjes së të dhënave personale me automatizëm - sipas këtij parimi, zbatohen 

masat e duhura teknike dhe organizative për të siguruar që sipas rregullit default i përpunon vetëm 

ato të dhëna personale që janë të nevojshme për të arritur qëllimin e përpunimit konkret. Kjo do të 

thotë që me masat e zbatuara, përpunon vetëm sasinë (vëllimin) e nevojshëm të të dhënave 

personale, në fushën që është e nevojshme për të përmbushur qëllimin e përpunimit konkret, dhe me 

kohën e ruajtjes dhe disponueshmërisë deri në përmbushjen e qëllimit konkret të përpunimit. 

4.3 Parimet e përgjithshme për përpunimin e të dhënave personale 

 

Mbrojtja e të dhënave personale bën pjesë në të drejtat dhe liritë themelore të qytetarëve të 

garantuara nga Kushtetuta e Republikës së Maqedonisë së Veriut dhe konventat ndërkombëtare. Kjo 

në veçanti nënkupton të drejtën e privatësisë në lidhje me përpunimin e të dhënave personale. Sipas 

Ligjit për Mbrojtjen e të Dhënave Personale (Ligji për LMTDHP) dhe Rregullores Evropiane për 

Mbrojtjen e të Dhënave Personale (GENERAL DATA PROTECTION REGULATION GDPR), janë përcaktuar 

tetë parime të mbrojtjes së të dhënave si vlera themelore: 

● Të dhënat personale mblidhen dhe përpunohen në baza ligjore, në mënyrë transparente (informim 

paraprak) dhe duke respektuar rregullat për përpunimin e të dhënave të ndjeshme (të dhënat 

personale që zbulojnë origjinën racore ose etnike, përkatësinë politike, përkatësinë fetare ose 

filozofike, anëtarësimin në sindikata dhe përpunimin e të dhënave për gjendjen shëndetësore ose 

jetën seksuale). 

● përpunojnë në përputhje me ligjin, në masë të mjaftueshme dhe në mënyrë transparente në lidhje 

me subjektin e të dhënave personale (“ligjshmëria, drejtësia dhe transparenca”), 

● grumbullojnë për qëllime konkrete, të qarta dhe legjitime dhe nuk do të përpunohen në mënyrë që 

nuk përputhet me ato qëllime, 

● adekuate, relevante dhe të kufizuara në atë që është e nevojshme në lidhje me qëllimet për të cilat 

ato përpunohen ("vëllimi minimal i të dhënave"), 
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● të sakta dhe kur është e nevojshme të përditësuara, duke marrë të gjitha masat e duhura për të 

fshirë ose korrigjuar menjëherë të dhënat që janë të pasakta ose jo të plota, duke marrë parasysh 

qëllimet për të cilat janë përpunuar ("saktësia"), 

● të ruajtura në formë që lejon identifikimin e subjekteve të të dhënave personale, jo më gjatë se sa 

është e nevojshme për qëllimet për të cilat përpunohen të dhënat personale. 

Të dhënat personale mund të ruhen më gjatë se periudha e mbajtjes së tyre nëse ato përpunohen për 

qëllime statistikore, përgatitjen e raporteve, përmbushjen e detyrimeve ligjore të Kontrolluesit, si dhe 

duke zbatuar masat e duhura teknike dhe organizative në përputhje me këtë ligj, me qëllim mbrojtjen 

e të drejtave dhe lirive të subjektit të të dhënave personale (“kufizimi i periudhës së ruajtjes”). 

● të përpunuara në një mënyrë që siguron një nivel të përshtatshëm të sigurisë së të dhënave 

personale, duke përfshirë mbrojtjen nga përpunimi i paautorizuar ose i paligjshëm, si dhe humbjen, 

shkatërrimin ose dëmtimin aksidental të tyre, duke zbatuar masat e duhura teknike ose organizative 

("integriteti dhe besueshmëria"). 

● masat e duhura teknike dhe organizative duhet të merren për të mbrojtur nga përpunimi i 

paautorizuar ose i paligjshëm i të dhënave personale dhe për të parandaluar humbjen aksidentale, 

shkatërrimin ose dëmtimin e të dhënave personale. 

● të dhënat personale nuk do të transferohen në vende ose territor jashtë Bashkimit Evropian ose 

Komunitetit Ekonomik Evropian, nëse ai vend ose territori nuk siguron një nivel adekuat të mbrojtjes 

së të drejtave dhe lirive të subjekteve në lidhje me përpunimin e të dhënave personale. 

4.4 Ligjshmëria, drejtësia dhe transparenca 

Përpunimi i të dhënave personale në Kinotekë si kontrollues bazohet në parimet themelore të 

mëposhtme: 

● Ligjshmëria - Përpunimi i të dhënave personale do të konsiderohet i ligjshëm vetëm nëse kryhet për 

ndonjë nga arsyet e specifikuara në Ligjin për Mbrojtjen e të Dhënave Personale 

● Drejtësia - Parimi tjetër që duhet të vendoset, pasi të konstatohet ekzistenca e një baze ligjore për 

përpunimin e të dhënave personale, është drejtësia. 

Përpunimi i drejtë lidhet me idenë se subjekti i të dhënave personale duhet të jetë i vetëdijshëm se të 

dhënat e tij personale do të përpunohen. Kjo do t'i mundësojë të marrë një vendim të informuar nëse 

pajtohet me një përpunim të tillë dhe do t'i mundësojë të përmbushë të drejtat e tij në lidhje me 

mbrojtjen e të dhënave të tij personale. 

Transparenca- Lidhet drejtpërdrejt me parimin e përpunimit të drejtë është parimi i transparencës, 

që do të thotë se kontrolluesi duhet të jetë i hapur dhe i qartë ndaj subjektit të dhënave personale 

gjatë përpunimit të të dhënave të tij personale. Kontrolluesi ka detyrimin të njoftojë Agjencinë për 

Mbrojtjen e të Dhënave Personale për grumbullimet e të dhënave personale që përpunohen, por edhe 

të njoftojë subjektet e të dhënave personale për to. 

Informimi duhet të jetë në kohë, duke përdorur gjuhë të qartë dhe të thjeshtë.  

● Llogaridhënia (Accountability) - Suksesi i Kontrolluesit për të zbatuar parimin e llogaridhënies shihet 

përmes prizmit të pajtueshmërisë me parimet e përpunimit të të dhënave personale dhe aftësisë për 

të provuar atë pajtueshmëri. Në të njëjtën kohë, kontrolluesi duhet të zbatojë masat e duhura teknike 

dhe organizative të zbatuara në bazë të një vlerësimi të rrezikut të kryer më parë. Sa më i lartë rreziku, 

aq më të rrepta duhet të jenë masat. 

4.5 Vlerësimi i Ndikimit të Mbrojtjes së të Dhënave personale (DPIA) 
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Kur, gjatë përdorimit të teknologjive të reja për ndonjë lloj përpunimi, sipas natyrës, vëllimi, konteksti 

dhe qëllimi i përpunimit, ekziston mundësia e njëjta të shkaktojë një rrezik të lartë për të drejtat dhe 

liritë e personave fizikë përpara se të kryhet përpunimi, kontrolluesi është i detyruar të vlerësojë 

ndikimin e operacioneve të parashikuara të përpunimit në lidhje me mbrojtjen e të dhënave 

personale. Një vlerësim mund të bëhet për një sërë operacionesh të ngjashme të përpunimit, të cilat 

paraqesin rreziqe të ngjashme të larta. 

Kinoteka në përputhje me Ligjin për Mbrojtjen e të Dhënave Personale si dhe udhëzimet e Agjencisë 

për Mbrojtjen e të Dhënave Personale të publikuara në formën e një liste të llojeve të operacioneve 

të përpunimit, zhvillon dhe zbaton një Rregullore të përshtatshme për vlerësimin e ndikimit në 

mbrojtjen e të dhënave personale. 

Vlerësimi i ndikimit të mbrojtjes së të dhënave personale si mjet përdoret për të identifikuar dhe 

adresuar të gjitha problemet me përpunimin e të dhënave personale që mund të ndodhin gjatë 

zhvillimit të produkteve ose shërbimeve të reja, ose kur ndërmerren aktivitete të reja që përfshijnë 

përpunimin e të dhënave personale. Vlerësimi i ndikimit të mbrojtjes së të dhënave personale duhet 

të kryhet para fillimit të përpunimit të të dhënave personale duke përdorur teknologji të reja, dhe 

përpunimit që mund të ketë një rrezik të lartë për të drejtat dhe liritë e personave fizikë. 

4.6 Transferimi i të dhënave personale në vendet e treta 

 

Transferimi i të dhënave personale në vendet e treta kontrollohet në mënyrë adekuate në mënyrë që 

të sigurohet një shkallë adekuate e mbrojtjes së të dhënave personale në vendin në të cilin merren të 

dhënat personale. 

Kinoteka si kontrolluese ka detyrimin të njoftojë Agjencinë për Mbrojtjen e të Dhënave Personale për 

transferimin e të dhënave personale nëse ato kryhen në vendet e Bashkimit Evropian ose Komunitetit 

Ekonomik Evropian. 

Nëse transferimi është në një vend që nuk është në Bashkimin Evropian ose në Komunitetin Ekonomik 

Evropian, kërkohet pëlqimi paraprak nga Agjencia për Mbrojtjen e të Dhënave Personale para se të 

bëhet transferimi. 

Në thelb, transferimi i të dhënave personale në vende të tjera bëhet kur: 

− transferimi është i domosdoshëm për kryerjen e një biznesi ose aktiviteti tjetër për të cilin subjekti i 

të dhënave personale ka dhënë pëlqimin e qartë, 

- mbrojtjen e jetës ose interesave thelbësore të subjektit të të dhënave personale, 

− arsye të tjera të specifikuara me ligj, në masën e parashikuar nga ligji Kinoteka e të Dhënave 

Personale, përcakton rregullat dhe parimet për transferimin e të dhënave personale, në përputhje me 

legjislacionin përkatës të përshkruar në mënyrë adekuate në Rregulloren për Transferimin e të 

Dhënave Personale. 

  



11 
 

4.7 Mbikëqyrja me video 

 

Kinoteka për realizimin e mbrojtjes së pronës, jetës dhe shëndetit të klientëve dhe punonjësve dhe 

sigurimin e kontrollit mbi hyrjen dhe daljen nga ambientet zyrtare dhe /ose të biznesit mund të kryejë 

mbikëqyrje me video duke zbatuar masat adekuate organizative dhe mjetet teknike. 

Procesi i krijimit të një sistemi të video mbikëqyrjes dhe masat dhe përgjegjësitë e marra përcaktohen 

në Rregulloren përkatëse për mbikëqyrje me video. 

Banka do të nxjerrë njoftim adekuat, të dukshëm dhe të kuptueshëm, me çka do u mundësojë 

subjektet e të dhënave personale të njihen me performancën e video mbikëqyrjes së instaluar. Të 

dhënat e domosdoshme që do të publikohen në njoftim rregullohen me aktet ligjore të nxjerra nga 

Agjencia e Mbrojtjes së të Dhënave Personale. 

Regjistrimet që bëhen me ndihmën e mbikëqyrjes me video do të ruhen derisa të përmbushen arsyet 

e krijimit të saj, por jo më shumë se 30 ditë, përveç nëse me ndonjë ligj tjetër nuk kërkohet  periudhë 

tjetër të ruajtjes së video regjistrimeve. 

5. Dispozitat përfundimtare  

 

Kjo politikë hyn në fuqi në ditën e miratimit. 

Politika e Mbrojtjes së të Dhënave Personale i nënshtrohet rishikimeve dhe përditësimeve të rregullta 

në përputhje me ndryshimet në strukturën organizative, infrastrukturën teknike ose kërkesat e reja 

ligjore dhe /ose rregullatore. 

Oficeri për Mbrojtjen e të Dhënave Personale të paktën njëherë në vit përgatit një raport mbi 

pajtueshmërinë dhe përshtatshmërinë e Politikës. 

 

Nr. __________________________ 

Data:  

IK Kinoteka e Republikës së Maqedonisë së Veriut 

-Kryetari i Bordit Drejtues 

 

 Tomisllav Osmanli 


